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Advanced - Endpoints Settings

The Endpointstab allows you to enable connections from the Web Portal for Endpoints Protection users.
Note:

-Endpoint Protection is not compatible with HTML5 connections.

-Endpoint Protection is not compatible with iOS/Android maobile devices as they hide their real hosthames.

-The hostname of the remote machine is defined by the machine itself. The machineislikely to conceal or modify it
according to its configuration.
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TSplus Advanced Security Endpoint Protection cannot resolve the client name if the connection isinitiated from the Web
portal. Therefore, Endpoint Protection will block any connections from Web Portal by default. Set this settingto "Yes' to
allow connections from the Web portal. Please be aware that this action will diminish your server's security.
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TSplus Advanced Security - Edit Setting

Allow Connection From Web Portal

Description:

Tsplus Advanced Security Endpoint Protection cannot resolve
the client name if the connection is initiated from the Web
portal. Therefore, Endpoint Protection will block any
connections from Web Portal by default. Set this setting to "Yes”

to allow connections from the Web portal. Please note that this
action will diminish your server's security.
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