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PLUS

Advanced - Product Settings

The Product tab allows you to add a PIN code to the Administration Tool:
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TSplus Advanced Security - Edit Setting >
Pin Code
Description:
Taplus Advanced Security will ask for a password if this value is
not empty.
Walue:
1234
Save Cancel

Click on Save. The PIN code will be required the next time you will start the Administration tool.

Y ou can also contribute to improve the product, by sending anonymous data (enabled by default):
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TSplus Advanced Security - Edit Setting

Contribute to improve product by sending anonymous data

Description:

Allow Tsplus Advanced Security to send anonymaous usage

statistics and exception reports to support further improvments
and features.

Value:
Yes

Save

Cancel

The following data will be collected in case of a Ransomware attack:

o TSplus Advanced Security Version.
e Windows Version.

o Suspected filespaths that lead to the ransomware attack.

Modifying the Computer nicknameisalso possible:

TSplus Advanced Security - Edit Setting

Computer Nickname

Description:

The computer nickname defines a more relevant and friendly

name for your computer. Email alerts employ the computer
nickname in their subjects.

Value:
ADMIN-PC

Save

Cancel

The Data Retention Palicy defines the period of time after which TSplus Advanced Security events are removed from
the database. A backup is performed before each database cleanup. This policy is defined in minutes.
Default data retention policy is 259 200 minutes, i.e. 6 months.
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TSplus Advanced Security - Edit Setting

Data Retention Policy

Description:

Data retention policy defines the period of time after which
Taplus Advanced Security events are removed from the database.
& backup is performed before each database cleanup. This policy

is defined in minutes, Default data retention policy is 259 200
minutes, i.e, & months,

Value:

Cancel

Save |

© TSplus - www.tsplus.net



